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Step 1: On-network staff have access to the tool. Off-network/external collaborators 
will need to ask their space owners to perform the reset 
 
Step 2: Once on the login screen, sign in using your CHOP AD credentials. 

 
 
Step 3: Next you will see the following screen:  
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Step 4: If you are resetting your 2FA for yourself, please select “Yes” and proceed  
to Step 5. If you are resetting the 2FA for others, please select “No”, and proceed  
to step 6.  

 
 
Step 5: Once you receive confirmation that your 2FA has been reset, the next time you 
log in you will be presented with the QR code to set up 2FA in Microsoft Authenticator. 
Please reference the Wiki instructions for additional support.   
 
If you have received a “Not Permitted” message, please contact wikiadmin@chop.edu.  

 
Step 6: If you are resetting 2FA for other users, please provide the username(s). You 
can search for by last name for users and can add as many users as needed.  

 

https://www.research.chop.edu/sites/default/files/2021-07/wiki_instructions.pdf
mailto:wikiadmin@chop.edu
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Step 7: Hit submit to reset the 2FA 

 
 
Step 8: Once you receive a confirmation, please notify users that their 2FA has been  
reset. The next time they log in, they will be presented with the QR code to set up 2FA in  
Microsoft Authenticator. Please reference the Wiki instructions for additional support.  
 
If you have received a “Not Permitted” message, please contact wikiadmin@chop.edu.  
 

https://www.research.chop.edu/sites/default/files/2021-07/wiki_instructions.pdf
mailto:wikiadmin@chop.edu

